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***Next Change***
8.3
Publish service APIs
8.3.1
General

The CAPIF supports publishing service APIs by the API provider. The API publishing function can be within PLMN trust domain or within 3rd party trust domain.
8.3.3
Procedure

Figure 8.3.3-1 illustrates the procedure for publishing the service APIs. The service API publish mechanism is supported by the CAPIF core function. 

Pre-conditions:

1.
Authorization details of the APF are available with the CAPIF core function.
2.
API invokers may have subscribed with the CAPIF core function to obtain new service API information.
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Figure 8.3.3-1: Publish service APIs
1.
The API publishing function sends a service API publish request to the CAPIF core function, with the details of the service API.

2.
Upon receiving the service API publish request, the CAPIF core function checks whether the API publishing function is authorized to publish service APIs. If the check is successful, the service API information provided by the API publishing function is stored at the CAPIF core function (API registry).

3.
The CAPIF core function provides a service API publish response to the API publishing function indicating success or failure result and triggers notifications to subscribed API invokers as described in subclause 8.8.4.

8.4
Unpublish service APIs
8.4.1
General

The CAPIF supports unpublishing service APIs by the API provider. Once the service API information is unpublished, it is no more available to be discovered by API invokers. The API publishing function can be within PLMN trust domain or within 3rd party trust domain. 
8.4.3
Procedure

Figure 8.4.3-1 illustrates the procedure for unpublishing the service APIs. The service API unpublish mechanism is supported by the CAPIF core function. 

Pre-conditions:

1.
Authorization details of the APF are available with the CAPIF core function.
2.
API invokers may have subscribed with the CAPIF core function to obtain notification regarding service API unpublish.
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Figure 8.4.3-1: Unpublish service APIs
1.
The API publishing function sends a service API unpublish request to the CAPIF core function, with service API published information reference provided by the CAPIF core function when the service API was published..

2.
Upon receiving the service API unpublish request, the CAPIF core function checks whether the API publishing function is authorized to unpublish service APIs. If the check is successful, the service API information provided by the API publishing function is removed at the CAPIF core function (API registry).

3.
The CAPIF core function provides a service API unpublish response to the API publishing function and triggers notifications to subscribed API invokers as described in subclause 8.8.4.
8.5
Retrieve service APIs
8.5.1
General

The CAPIF supports retrieving the published service APIs information by the API provider. The API publishing function can be within PLMN trust domain or within 3rd party trust domain. 
8.5.3
Procedure

Figure 8.5.3-1 illustrates the procedure for retrieving the service APIs. The service API retrieval mechanism is supported by the CAPIF core function. 

Pre-condition:

1.
Authorization details of the APF are available with the CAPIF core function.
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Figure 8.5.3-1: Retrieve service APIs
1.
The API publishing function sends a service API get request to the CAPIF core function, with service API published information reference provided by the CAPIF core function when the service API was published.

2.
Upon receiving the service API get request, the CAPIF core function checks whether the API publishing function is authorized to get published service APIs information. If the check is successful, the corresponding service API information is retrieved from the CAPIF core function (API registry).

3.
The CAPIF core function provides a service API get response to the API publishing function which includes the service API information.

8.6
Update service APIs
8.6.1
General

The CAPIF core function allows the service API provider to update the information related to the published service API, e.g. a change in the characteristics of the service API. This procedure is initiated by the API publishing function to the CAPIF core function. The API publishing function can be within PLMN trust domain or within 3rd party trust domain. 
8.6.3
Procedure

Figure 8.6.3-1 illustrates the procedure for updating the published service APIs information. The service API update mechanism is supported by the CAPIF core function. 

Pre-conditions:

1.
Authorization details of the APF are available with the CAPIF core function.
2.
API invokers may have subscribed with the CAPIF core function to obtain notification regarding update to service API information.
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Figure 8.6.3-1: Update service APIs
1.
The API publishing function sends a service API update request to the CAPIF core function, which includes the service API published information reference provided by the CAPIF core function when the service API was published and the new service API information which is to be updated.

2.
Upon receiving the service API update request, the CAPIF core function checks whether the API publishing function is authorized to update the published service APIs information. If the check is successful, the service API information provided by the API publishing function is updated at the CAPIF core function (API registry).

3.
The CAPIF core function provides a service API update response to the API publishing function and triggers notifications to subscribed API invokers as described in subclause 8.8.4.
***Next Change***
8.24
API topology hiding management
8.24.1
General

The following procedure in this subclause corresponds to the architectural requirements on API topology hiding. The procedure in this subclause supports API topology hiding by dynamically configuring the address of the AEF providing the Service API to the AEF entry point providing the topology hiding. The API publishing function and the API exposing function can be within PLMN trust domain or within 3rd party trust domain. 
8.24.3
Procedure 

Figure 8.24.3-1 illustrates the procedure for API topology hiding management by API publish function.
Pre-condition:

1.
Authorization details of the APF are available with the CAPIF core function.
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Figure 8.24.3-1: API topology hiding via API publish
1.
The API publishing function sends a service API publish request with the details of the service API to the CAPIF core function.
2.
The CCF stores the service API information as described in subclause 8.3.3, and applies the topology hiding by selecting an AEF providing the topology hiding as the entry point for service API invocation.

3.
The CCF sends the API topology notify to the AEF selected as the entry point for service API invocation. The service API identification and the AEF which provides the service API are included.
4.
Upon receiving the notification, the AEF stores the received information for further service API invocation request forwarding.

5.
The CCF sends an API publish response to the API publish function. 
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